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Every outgoing email from a company is both business-relevant and a business card of your company.  
Create consistent email signatures and email disclaimers for your entire organization quickly and easily.  

A uniform and legally compliant appearance is therefore a basic requirement. 

SIGNATURE AND DISCLAIMER
A uniform and legally compliant appearance in  

email communication with Signature and Disclaimer.

FEATURES FOR A PROFESSIONAL COMPANY PRESENTATION IN EMAIL COMMUNICATION:

Flexible design: In addition to image files, it is also possible to place links and text formats in the disclaimer at the position 
you want.

Preview function: After editing in the WYSIWYG editor (“What you see is what you get”) you can preview the template for 
different user groups.

Active Directory integration: Signatures created for users are automatically filled in with the contact data of the Active 
Directory profile. Even the smallest adjustments are immediately adopted by the synchronization via LDAP and remain  
up to date.

 
HTML source code import of existing signatures: Import existing disclaimers by using the HTML source code. The design, 
the formatting and the inserted images are preserved in their entirety. The inserted changes can be viewed directly in  
the editor.

Compliance with legal requirements: Supplement all signatures with a legally compliant disclaimer in order to comply with 
mandatory information within the scope of email communication.

Advertising banner with extended control: Supplement your company-wide email signatures with original advertising 
banners, which you can activate or deactivate with just a few clicks and create within the framework of group-based  
assignment.

Key Facts:

Create group-based signatures WYSIWYG editor Easy integration of Active Directory
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Group-based assignment: For every user created in Active Directory, an individual signature or disclaimer can be created 
for each group.

INTEGRATION OF SIGNATURE AND DISCLAIMER IN THE EMAIL MANAGEMENT SYSTEM

Secure communication and networking: Place social media buttons with a link to your company’s social networking site in 
each of your outgoing emails to increase your brand awareness.

Mobile optimized display: Since the majority of sent emails are based on HTML, mobile email clients can easily display 
image files. The email signature or email disclaimer is added to the email only after it has been sent. 
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On the control panel, information from the user’s Active Directory is automatically  
inserted into the email signature or disclaimer created and attached to the email to be sent.  

The booking and use of spam and malware protection is required in order to  
guarantee the functions and efficiency of Spam and Malware Protection.


